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Overview

Introduction

The Data Security Option (DSO), provides user access and control over the integrity
of electronic records created on the Ponemah system. It can be used to
technologically assist the GLP User with meeting the requirements of 21 CFR Part
11 Electronic Records, Electronic Signatures.

. Use of the DSO should be complemented with Standard
N Ote . Operating Procedures (SOPs), developed and implemented
by the User’s organization, in order to comply with 21 CFR
Part 11 and its umbrella regulations (GLP).

Upon installation of Ponemah software and DSO, two separate applications are
created: Ponemah Admin and Ponemah. Separate applications allow the User’s
organization to take precautions against un-authorized use of security controls and
obstruction of electronic records - all security controls are maintained in the
Ponemah Admin application. It is recommended that only non-Ponemah Users (such
as IT personnel) have access to the Ponemah Admin application.

In the P3 Admin application, the Ponemah Administrator (or non Ponemah User) is
responsible for:

e  Securing the system and setting up security controls.
e  Granting Ponemah Users authority to use the system.

Once a system is secured, Users are required to use two components to gain access to
the system and execute electronic signatures: a valid local user account and valid
Password. The system will prevent an individual who does not use these security
components correctly from performing any operations in the Ponemah application.

DSO allows the ability to generate and verify electronic signatures. Electronic
signing of files created during an acquisition or replay is performed automatically at
the conclusion of the operation for reasons of Authorship; the file will be signed by
the User who currently has authorized control of the system. Authorized Users may
open a previously created file and sign the file electronically, identify the reason for
signing the file (e.g.: Review, Approval, or Responsibility) and have the option of
adding notes. Prior to opening a file to be signed, the user may choose to verify the
file’s integrity and origin. The integrity is verified by a utility, which matches the
file content at the time it was created, to the content at the time of review. If a file
has been modified from its original form, the system will identify the file as such.

The Data Manager function allows the User to move, copy, or delete data files while
maintaining the related signature files that provide the verification capabilities. In
addition, an audit trail of activities executed in Data Manager is maintained (for
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more information regarding Data Manager, refer to the Ponemah Physiology
Platform Manual).
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Installation

Introduction

The Data Security Option (DSO) can only be installed on 64-bit Microsoft®
Windows 7 or Windows 10 based operating.

Installation

Note that the DSO option is installed automatically during the main Ponemah
installation, there are no additional installs to perform.

Making a System Secure

Overview

After completing the main installation of Ponemah, the Ponemah system is
operational but it is not considered a secured system. After installing the Ponemah
software and installing the license file (with DSO enabled), the Ponemah
Administrator must secure the system. Once a system is secured, the P3 User cannot
gain access to the Ponemah application without a valid Windows logon account and
granted access privileges set by the Ponemah Administrator.

The following is a checklist of required operations to be performed in order to
correctly secure the system and control authorized access to the system:

Step 1.) System Administrator: Setting User’s Windows Accounts, P3_Users.
Step 2.) System Administrator: Enable the LSS P3_Administrator account.
Step 3.) Ponemah Administrator: Change The Administrator Password

Step 4.) System Administrator: Create Secured Directories in which the secure data
will be stored.

.Step 5.) Ponemah Administrator: Secure the System.

Step 6.) Ponemah Administrator: Make changes to the LSS _P3_Administrator
Account.

Step 7.) Ponemah Administrator: P3 Mail Slot Configuration (optional)
Step 8.) Ponemah Administrator: Setup Access Levels.

Step 9.) Ponemah Administrator: Grant Users Access to Ponemah.
Step 10.) Ponemah Administrator: Set System Security Preferences.

Step 11.) Ponemah Administrator: Export/Import Security Settings.

Data Security Option
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Setting Up Accounts and Securing Window
Directories

Step 1 - Setting User’s Windows Accounts —
P3_Users (System Administrator)

The group membership of a user’s Windows account determines a user’s rights to
access files created by Ponemah, when these files are accessed outside of the
Ponemah environment. The rights granted to the group member will depend on the
privileges granted to the group in the secure directory in which the files are saved.

NOTE: This security feature is active only when the drive has been set up for
data security.

In order for user to have access to the application, they must first be added to the
P3_Users local window account. This is done be the administrator through
Computer Management — Groups as displayed in the image below.

& Computer Management - [m} X

File Action View Help

e pFE 2 BE

& Computer Management (Lol Name Description Actions

~ 0 %“TE’"T””‘S 5 Access Control Assistanc... Members of this group can remot.. Groups -
ask Scheduler B Adenmistrntos y— R

2] Event Viewer
3t Shared Folders
~ # Local Users and Groups
] Users
| Groups
(%) Performance
& Device Manager
3 storage
= Disk Management
7 Services and Applications

& Backup Operators

& Cryptographic Operators
& Distributed COM Users
& Event Log Readers

Bl Guests

& Hyper-V Administrators
5115 USRS

& Network Configurstion O...

& Performance Log Users
& Performance Monitor Us
B Power Users

5 Remote Desktop Users
& Remote Management Us
& Replicator

4 system Managed Accoun...

B Users Users are prevented from making ...
& HelpLibraryUpdaters
B KLAdmins Kaspersky Security Center 10 Adm...

S KLOperators
Ip3_Administrators
Hp3_ Users

501 Server20055Q Brows...
501 ServerMSASUserSIKR...

WSS ADMIN_WPG
WSS WPG

Backup Operators can override se...
Members are authorized ta perfor...
Members are allowed to launch, ..
Members of this group can read e...
Guests have the same access a5 m..
Members of this group have com...
Built-in group used by Intemet Inf...
Members in this group can have s...
Members of this group may sche...
Members of this group can acces..
Power Users are included for back...
Members in this group are grante...

Members of this group can acces..

Supports file replication in a dom

Members of this group are mana...

Kaspersky Security Center 10 Oper..
Administrator of the Ponemah Ph..
User of the Ponemah Physiclogy ...
Members in the group have the re..

Members in the group have the re..

To add a user select P3_Users and select Add. The user can be from a local user
account, a domain user account or a domain group.
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P3_Users Properties ? *

General
Q P3_lsgers
Description: User of the Ponemah Physiclogy Platform
Members:

é_) ADMN'jkroehle (5-1-5-21-2071871815-654056251-60295696-2557)
& LS5_P3_ Administrator

A yser

Vi 5-1-5-21-2071871815-694056251-60295696-12334
3@ 5-1-5-21-2071871815-654056251-60295656-5467

Changes to a user’s group membership
Add... Remove are not effective until the next time the
user logs on.

Cancel Apply Help

Step 2 - Enable the LSS _P3_Administrator Account
(System Administrator)

The LSS_P3_Administrator account is created during installation with an initial
password of “Gould000” and is disabled. This account is used by Ponemah for
security purposes.

Right click on Computer and select Manage.

A dialog similar to the one below will appear:

U Computer Manageme EEnLl

File Action View Help
e« @ =]

A Computer Management (Local|| pame
T éf)“em Tools 7} System Toals Computer Management (L.
b Task Scheduler
> [B] Event Viewer
> | Shared Folders
» & Local Users and Groups (|
» (%) Performance

Actions {l

fer)
l:JStoraga More Actions
T Services and Applications

& Device Manager I
3 Storage
50 Disk Management
» Z Services and Applications

Computer Management (Local)

Select the Users folder underneath Local Users and Groups. The dialog will look
similar to the one below:
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A Computer Management (Local|| Name Full Name Description Actions I

|| 4 [} System Tools

A pdministrator Built-in account for administering... Users -
b (5) Task Scheduler e .
i teentv 4 Guest Built-in account for guest access t... More Actions N
" vent Viewer 155 p3 Administrator  LSS_P3_Administrator Restricted account for the Ponem...

b @ Shared Folders
4 @ Local Users and Groups
|5 users|
[ Groups
b () Performance
5 Device Manager
4 (5 storage
(27 Disk Management
& T Services and Applications

A NUser Normal User
Pl setup
& UpdatusUser UpdatusUser Used to provide NVIDIA software ..

Computer Management - Users

Click on the LSS_P3_Administrator in the right-hand section. Click on the Action
menu and select Properties. The LSS _P3_Administrator Properties dialog will
appear:

General | Member Of | Profile

*," LSS_P3_Administrator

Full name: LSS_P3 Administrator
Dezcription: Restricted account forthe Ponemah Physiology
Platform

User must change password at next logon
[ User cannot change password
Password never expires

Account is locked out

ok [ Concel |[ ooy [[ Hep

LSS_P3_Administrator Properties Dialog

De-select the Account is disabled check box and click on the OK button. Close the
Computer Management dialog by selecting Exit from the File menu.

Restarted the computer for this setting to be applied.
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Step 3 - Change the Administrator Password
(Ponemah Administrator)

Ponemah Admin Application

The P3 Admin application allows the Ponemah Administrator to secure the system,
set up security controls and grant Ponemah Users authority to use the system. The
Ponemah Admin application is found under Start — All Programs — Ponemah
Admin. A password is required to enter Ponemah Admin. The default Ponemah
Admin password is 00000000 (8 zeros).

It is recommended that the Administrator change this password upon installing
Ponemah to prevent un-authorized operations within the application. This can be
done by starting the Ponemah Admin application and selecting Change
Administrator Password from the Tools menu.

Change Administrator Passaord @

The P3 Administrator's pazsword controls access to the Administrative features of P3 Plus. [tis not

related to an access card
Current Password ||
Mew Password
Retype New Pazsword

Ok, | Canecel |

Change Administrator Password Dialog

Type in the current password into the Current Password text box, and the new
password into the New Password and Retype New Password text boxes. Click on
the OK button when finished.

Step 4 - Create Secured Directories (System
Administrator)

These options allow the user to create and secure a new directory or secure an
existing directory so that only P3_Administrators (members of the
P3_Administrators group) have full access. The P3_Users (members of the
P3_Users group) have read access. These selections can be selected from both the
Ponemah and Ponemah Admin application. This allows the user to have the security
settings configured automatically rather than having to manually configure the
settings.

Creating and securing directories is listed in the application log.

NOte - Creating and securing directories can only be done
" on the local system.
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Creating Secure Directories

Directories can be created and secured by selecting Create Secure Directory from
the Tools menu. The following dialog appears. To create and secure a directory,
type in a new directory name and click on the Create button.

If a directory name is used that already exists, that directory will then be secured.

-
Create Secure Directory

S

-~

Type
File fol
File fol
File fol
File fol
File fol
File fol
File fol
File fol
File fol
File fol —
File fol
File fol
Filefol ™

m

Create in: | m) Ponemah_Data j I‘:j‘ '
L= MName : Date modified
P 20Lead5tud 5/19,/2014 2:55 PM
Places ) 20LeadStudy 19/ :
JECG 9/16,/2015 8:30 AM
! J Experiment_1 10/21/2014 3:09 PM
Desktop | Experiment_2 4/23/201510:10 AM
—r | Experiment_3 4/27/2015 6:47 PM
=" J Experiment_4 5/13/2015 9:56 AM
Libraries | Experiment_5 5/15/2015 10:55 AM
I L  filecopy 6,/2/201511:10 AM
s s ML 7/20,/201512:48 PM
SILE | Single Rat 24 hours 7/31/2014 5:01 PM
t. | Templates 7/31/2014 5:02 PM
Network ) TestData 9/16,/2015 8:30 AM
) ToxExcel 10/9/2013 10:34 AM
1| 1
Directory Mame:

Securing Existing Directories

Directories can be secured by selecting Secure Existing Directory from the Tools
menu. The following dialog appears. To secure an existing directory, select the

directory to be secured and click on the OK button.

8 e Installation
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Brovvse for Folder @

Select Directory to Secure

B Desktop -
. € Metwork
- |4 Libraries
3| Recycle Bin
2 Testadmin
. [E8 control Panel
& |8 Comnputer
- =4 Floppy Disk Drive (A:)
. ,‘;, Local Disk (C:)
- = DVD Drive (D)
| DD -

m

[ (84 H Cancel I

Securing Existing Directory Manually
If needed, the user has the ability to configure secure directories manually.

Create, or select, the directories in which the data will be stored. Select Properties
from the File menu. For this example the directory Ponemah_Data will be secured.
Select Properties by right clicking the mouse on the appropriate folder.

The directory Properties window will be displayed:
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-
A Punemah_Da‘ihm u

General | Sharing | Security | Previous Versions | Customize |

l Ponemah_Data
Type: File folder
Location: CA
Size: 142 GB {15,332 858 551 bytes)

Size ondisk:  14.2 GB (15,334.2159,776 bytes)
Cortains: 783 Files, 41 Folders

Created: Sunday, January 20, 2013, 9:03:07 AM

Aftributes: [E|Read-only {Only applies ta files in folderk
Hidden | Advanced.. |

ok J (e ][ o0 |

Ponemah_DATA Properties - General Tab
Click on the Security tab.
If the Security tab does not exist, see Appendix A.
The Security tab will be displayed:
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| . Ponermah_Data Properties @

| General | Sharing| Security | Previous Yersions I Eustnmize|

Object name:  C:\Ponemak_Data

Group o uzer names:

g

2 5YSTEM B
& T estadmin [W¥irtual?-B4bitT estadmin]

12 P2 Adrmisick sbors fich sl 7EARFEY A drninickrsbare]
1| i [ 3

To change permissions, click Edit.

Permizzionz far Everpone Allons Dery

13

Full zantral
b odify
FRead & execute

m

Lizt folder contents
Read
Wit o

Far zpecial permizsion: ar advanced zettings,
click Advanced. =

Learn about access contral and permigsions

AR NN

[ k. ][ Caricel ] Apply

Ponemah_Data Properties - Security Tab

Click on the Advanced button. This will make the Advanced Security
Settings for Ponemah_Data dialog appear:

. Advanced Security Settings for Ponemah_Data @

Pemissions |Auditing I Owiner I Effective Permissions

To view details of a permizzion entry, double-click the entry. To modify permizsions, click Change Permissions.

Obiject name: C:\Ponemah_Data

Permizzion entries:

Type Mame Permizzion Inherited From Apply To
Full cantral herited: T Ided fo at
F3_Users Mirtual7-64bithP3_ Full control <not inherited: This folder, subfolders ar
Allow F3_Administrators [itual?-64...  Full control <not inherited: This folder, subfolders ar
Allow Administrators [Vitual7-64bits...  Full control <not inherited: This folder, subfolders ar
Allow SYSTEM Full contral <not inherited:: This folder, subfolders ar
Allow Everpone Fead & execute <not inherited: This folder, subfolders ar
4 1 | +

Include inheritable permizzsions from this object’s parent

Managing permission entries

[ QK J [ Cancel Apply
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Advanced Security Settings for Ponemah_Data Dialog

Click on the Change Permission button. This will make the Permissions
dialog appear where the user can change permissions, add and remove users
or groups from the Ponemah_Data folder.

. Advanced Security Settings for Ponemah_Data @

Permissions

To view or edit details For a permission entry, select the entry and then click Edit.

Object name: C:YPonemah_Data

Permission entries:

Type Mame Permission Inherited From Apply To

Testadmin (Virtual7-64bi,..  Full contral <not inherited = This Folder, subfolders a...
Allovy P3_Users (Virtual7-64bit,..  Full contral <not inherited = This Folder, subfolders a...
Allow P3_Administrators (virku.,.  Full contral <nat inherited > This folder, subfalders a...
Allovy Administrators (Yirbual7-...  Full contral <not inherited = This Folder, subfolders a...
Allovy SYSTEM Full contral <not inherited = This Folder, subfolders a...
Allow Everyane Read & execute <nat inherited > This folder, subfalders a...

[ Add. .. ] [ Edit... ] [ Remove

[T Include inheritable permissions From this object's parent

| replace all child ohject permissions with inheritable permissions From this object

Manaqging permission entries

s

Advanced Security Settings — Permissions for Ponemah_Data Dialog

Select the Remove button to remove all entries except the P3_Users and
P3_Administrators and the select OK twice to get back to the Properties
dialog as displayed below.
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P )

| . Ponermah_Data Properties @

| General | Sharing| Security | Previous Yersions I Eustnmize|

Object name:  C:\Ponemak_Data

Group o uzer names:

-ﬂ? P3_Administrators [Wirtual?-E4bithP3_Administrators)
.?1?‘ P3_Users [Virtual7-B4bitsP3_Uszers]

To change permissions, click Edit.

Permizgionz for P3_Adminigtrators Allons Dery

13

Full zantral
b odify
FRead & execute

m

Lizt folder contents
Read
Wit

Far zpecial permizsion: ar advanced zettings,
click Advanced. =

Learn about access contral and permigsions

LAESNAAN

-

k. ][ Caricel ] Apply

Ponemah_DATA Properties Dialog

Select the Edit button and this will bring up the Permissions for that folder
along with the groups. Highlight P3_Administrators and verify that this
group has Full Control (which is the default setting).

Next highlight P3_Users and modify the group only to have the following
permissions: Read & Execute, List Folder Contents, and Read.

Data Security Option
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. Permissions for Ponemah_Data @

Securty |

Object name:  C:\Ponemak_Data

Group o uzer names:

q?__ P3_Administrators [Witual?-E4bithP3_Administrators)
?_ﬂ_ P3_Users [Virtual7-B4bitsP3_Uzers]

Permizzions for P3_zers Al Dreny
Moty & m =
Read & execute [
Lizt folder contents 0 E
Fead O
Wiite |:| ] =
Learn about access contral and permigsions
(] ] [ Cancel ] [ Apply ]

P3_User Permissions
Click on the OK button.
The directories are now secure.

If other groups/users need access to these directories, contact your IT
department.

Step 5 - Secure the System (Ponemah
Administrator)

Under the Tools menu, select Make System Secure (from within the Ponemah
Admin application). The following dialog will be displayed.
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Cluestion

4™ Do you wish to make this system a secure system?
'9-' MOTE: Once a system is made secure, users must be granted
—  access through the Admin app and must log into the
application.

Yes T o

.................................

Secure System Dialog

Click Yes to secure. Once a system is secured, it cannot be accessed without the
software license file with DSO enabled, and a valid Windows user account that is in
the P3_Users local group. The system can be unsecured by the Ponemah
Administrator. See Appendix D "Unsecuring System" for details.

Step 6 - Make Changes to the LSS Administrator
Account (System Administrator/Ponemah
Administrator)

If Ponemah data is going to be copied using Data Manager or if data is going to be
saved across the network, then the P3 Administrator needs to configure the settings
to allow Ponemah access to the network. Create the directory where the data is
going to be stored and set up the account to have to have write access (the default
Account Name is LSS_P3_Administrator). Inthe P3 Admin application, configure
Ponemah to allow the application access to the network using the Change LSS
Admin Account Info dialog. The Change LSS Admin Account Info allows the
Ponemah Administrator to configure the Account Name, Domain, and/or Password
associated with the account. Upon setting up the configuration, the Test
Impersonating Administrator button will allow verification of the defined settings.

The Change Acct Password button will automatically change the password in
Windows (if permitted by the organization’s network security controls). Changing
the LSS_P3_Administrator password is not required, but it is recommended. If the
LSS_P3_Administrator password is not changed, the system may be vulnerable to
a logon attempts using the default LSS_P3_Administrator password. When setting
up the password, make sure to set it up so that the password never changes. If the
password is not the same as the one that is set up through Ponemah, Ponemah will be
unable to access the network.

If you plan on moving or copying data through Windows Explorer, user accounts
need to be set up by the network administrator with access to that directory.
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Change LS5 Administrator Account ﬁ

The LSS P3 Administrator's account allows the P3 Application to access: files and locations that
the P3 uzer cannot. The account entered here must be a member of P3_Administratars in order
to run P3 in Secure mode.

The changes will be effective the nest ime P32 iz started.

LS5 Adrminiztrator Account

Account Mame : |LSS_F'3_Administrur

Domain Marme : | [Use """ for local computer)

EEEREEEE

Pagzzword : Change Acct Password

Test Impersonating Administrator |

Ok, | Cancel |

Change LSS Administrator Account Dialog

e Account Name - This edit box allows the Ponemah Administrator to enter
the Administrator Account Name.

e Domain Name - This edit box allows the Ponemah Administrator to enter
the Domain Name the Administrator Account is on.

e Password - This edit box allows the Ponemah Administrator to enter the
Password for the Administrator Account.

e Change Acct Password - This button will open up a dialog used to change
the Password in Windows, if Windows security attributes will allow it.

o Enter Accounts Old Password - This edit box requires the user to
input the current password for the Administrator’s account.

o Enter Accounts New Password - This edit box allows the
Ponemah Administrator to enter a new Password.

o Retype Accounts Password - This edit box allows the Ponemah
Administrator to re-type the new Password to ensure accuracy.

e Test Impersonating Administrator - This button will use the current
Name, Domain, and Password and attempt to login to the account, used for
verification purposes.

NOTE: If the impersonation fails check that the P3Service is running otherwise
the application cannot perform the impersonation.
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Step 7 - P3 Mail Slot Configuration (Ponemah
Administrator — optional step)

Location: |admn

P3 Mail Slot Configuration Dialog

This dialog allows the configuration of the P3 Mail Slot. The name created with the
mail slot is P3_mailslot. The user has the ability to define either a computer name
for sending the mail slot message or the entire domain. The form of the name is:

¢ \ComputerName\mailslot\P3_mailslot - this sends the message to a single
computer

o \\DomainName\mailslot\P3_mailslot - this sends the message to a domain

o \W\mailslot\P3_mailslot - this sends the message to everyone

To configure the mail slot notification on a Ponemah system, set the Location to the
current domain/workgroup in the P3 Mail Slot Configuration dialog and click on
the Apply button.

To test that the Ponemah Mail Slot has been correctly configured, start the P3 Mail
Reader application on the computer(s) connected to the domain/workgroup and click
the Test button. The connected computer that has the P3 Mail Slot Reader
application running will have an entry listed as "Test Message from serial number:
xxxX." where the xxxx is the serial number of the system that generated the message.
In addition, if the P3 Mail Slot application was configured for an alarm sound, then
the alarm will be heard during the test.

Data Security Option Installation e 17



Step 8 - Setup Access Levels (Ponemah
Administrator)

Access Levels allow the Ponemah Administrator to limit access to specific functions
in the Ponemah System (see Appendix B), therefore, allowing Ponemah
Administrator to further define the degree of authority granted to the User. When the
User logs on, the system will recognize the User’s assigned Access Level and will
not allow the User to perform any of the restricted functions (i.e., the features will
grayed or the system will prompt the User that they cannot perform the operation
they are trying to execute). Access Levels are defined from the Setup Access Levels
dialog located under the Tools menu in the Ponemah Admin application.

Access Level |Tech Level ﬂ Level 2

Available Features Restricted Features

Acguizition - Skart Acguisition Defaults
Acquizition - Stop Alarm Setup - Edit

<< Add All AppConfig - ACH Select
AppCanfig - Advanced

AppConfig - Animal 1D

<< add AppConfig - Directories
AppCaonfig - Mizcellansous
AppConfig - Review
Application Configuration
Remave »> Attributes - Change
Auto Configure Protocol
Eemaove Al 55 | |Binary to Baw Coreert
— Change Licensze File

] | Cancel

Setup Access Levels Dialog

In the Setup Access Level dialog, the Ponemah Administrator defines the following:

Access Level - This combo box allows the Ponemah Administrator to type
a name that defines the Access Level, for example, Technician, Researcher,
or Lab Administrator.

Available Features - This section allows the Ponemah Administrator to list
the features that the User will have access to for the selected Access Level.

Restricted Features - This section allows the Ponemah Administrator to
list the features that the User will not have access to for the selected Access
Level.

<<Add All/<<Add - These buttons allow features to be moved from the
Restricted Features list to the Available features list either by adding all
features or by adding each selected feature, respectively.

Remove All>>/Remove>> - These buttons allow features to be moved
from the Available Features list to the Restricted Features list either by
removing all features or by removing each selected feature, respectively.

NOTE: Depending on certain options installed and the acquisition
interface that is selected, certain features may not be available.
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Step 9 - Grant Users Access to Ponemah Features

(Ponemah Administrator)

The User’s Access Card’s User ID must be added to the system’s User List in order
for the system to recognize the User’s Access Card. If there are multiple systems in
a lab, then the User 1D must be added to the User List and an Access Level must be

assigned for each User on each applicable system they are permitted to use. Up to
400 Users may be added to a User List.

The User List is defined from the Setup User List dialog located under the Tools
menu in the Ponemah Admin application.

Setup User List >

Administrator

Administrator Name | ADMMYjkroehle

User

ez [KROEHLE-20954\user =1
Full Name: | normaluser
Access Level |AII ﬂ

| Update | Delete |

Current Users and Access Levels

Username Full Name Access Level | Activation Date Administrator

ADMMNYkroehle John Kroehle All 2018/07/13 ADMM jkroehle
ADMN\testadmin 1 testadmin1 all 2018/07/25 ADMM \jkroehle
JKROEHLE-20954\nuser normaluser All 2018/07/25 ADMM\jkroghle

Close

Setup User List Dialog

User Name - This allows the Ponemah Administrator to either select from a list of
user that were entered into the P3_Users account or type in the name of the User who
is being granted access to the system. This name must be a local user account or
domain account name. Typically it is the User Name associated with logging onto
the computer.

Full Name — is the descriptive name of the user.

Access Level - This combo box allows the Ponemah Administrator to assign an
Access Level to the User.

Add - This button allows the Ponemah Administrator to add the User to the User List
once the information for User Name, User ID and Access Level have been defined.
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Update - This button allows the Ponemah Administrator to redefine information for
a User who has already been added to the User List. For example, if the User’s
Access Level changes, then the Ponemah Administrator highlights the User in the
Current Users and Access Levels section, changes the Access Level and then clicks
on the Replace button.

Delete - This button allows the Ponemah Administrator to delete a User from the
User List, therefore, preventing the User from gaining access to the system.

Current Users and Access Levels - This section lists all current Users (Name, 1D,
and Access Level) who have been granted authorized access to the system. The list
box also lists the NT logon user name with the Activation Date at which time the
user was added to the list of valid users.

Step 10 - Set System Security Preferences
(Ponemah Administrator)

The System Security Preferences dialog provides additional (optional) security
controls that the Ponemah Administrator can force upon Users.

Select System Security Preferences from the Tools menu in the P3 Admin
application.

Systemn Security Preferences =

¥ Pazeword re-verification, every 30 minute(s)

[ %erify pazsword on every signing session

Electronic Signature equivalence hest

In conformance with 21 CFR Part 11, Section 11.3[b])[7]. execution
af an electronic signature to an electronic record by an individual iz
the legally binding equivalent of the individual's handwritien
zighature.

Cancel

System Security Preferences Dialog

e Password verification every x minutes - Enabling this check box will force
Users to re-enter their Password every X minutes.

e Verify Password on every signing session - Enabling this check box will force
Users to re-enter their Password upon every execution of an electronic signature
(to a group of files). If not selected, the User will be asked for a Password on
the first signing only.

e Textin the Electronic Signature equivalence text - This text is displayed in
the dialog that prompts the User for their Password (either upon log-on or when
executing an electronic signature). The Ponemah Administrator has the option
to edit this text according to their Company’s policy.
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Step 11 — Export/Import Security Settings
(Ponemah Administrator)

The Export allows a user to quickly copy all Data Security settings (User List,
Access Levels, and Security Preferences) defined from one workstation to another.
Previously, all Data Security settings would have needed to be configured on each
workstation, individually.

Export Security Settings

1. Once Export/Import settings is selected, a dialog will be displayed as shown

below.
% Ponemah Security Utility *
Detected Database: np:(local)\P3Plus_v2
Status: Secure System Detected

Import Settings
™ Password re-verification
[~ Verify password on every signing sessicn

¥ Password timecut (mins)

Export Security Settings Import Security Settings |

Close

2. Click on the Export Security Settings to save the current security
information. Note: the system must be secured to enable the Export Security
Settings button.

Enter a file name and location for the file to be saved.
4. Click Save to create an Excel output file.

5. Transfer this Excel file to any subsequent workstation intended on having
the same security settings.

Import Security Settings

The Data Security Option should be installed and functioning on the system prior to
importing security settings.

WARNING: Upon importing security settings, ALL settings currently configured on
the system will be deleted and replaced with the imported settings. This includes all
users, access levels and other features specified during the import.

To import the security settings from a subsequent workstation:
1. Select Export/Import menu.

2. (Optional) The Import Settings menu permits additional functionality to be
copied over from the original workstation that generated the export file. If
checked, the function will be enabled on import and the current settings from the
export file will be utilized. Each setting is described below.

a. Make System Secure: If the workstation receiving the imported security
settings is not currently secured, checking this checkbox will automatically
secure the system.

Data Security Option
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Note: Checking this box does NOT secure any existing directories, nor does it
create any new secured directories.

b. Password re-verification: This will enable the Password reverification
feature which will prompt the user to re-enter their Password after the
designated time in minutes. This will only enable the feature but will not
change the current time (in minutes) that is currently specified the dialog.

c. Verify Password on every signing session: This will enable the feature to
verify the Password upon every signing session.

d. Password Timeout (mins): This will copy the current time in minutes from
the original workstation which generated the security settings Excel export
file and update the time for Password re-verification when imported into the
new workstation.

3. Click the Import Security Settings button.

4. Browse to the location of the Excel file that was exported from the original
workstation.

5. Select the file and click Open to import the settings.

6. The Get Reason dialog will appear allowing a reason for change to be entered.
The text entered here will be placed into the Application Log for traceability.

o o)

Get Reason

Security profile updated.

Close

7. Click Close to save the entered reason.
8. Click OK.

Verifying Security Settings Import

Once imported, verify changes by logging into the Ponemah Admin application.
View the Setup Access Levels, Setup User List and System Security Preferences
menus to verify the changes were made.

All changes and the reason entered for the changes are logged in the Application Log
and will be stored with the system. This log may be exported from this dialog for
your records.
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Iz Plus Application Log [

Local Server, |nPillacallsF3Flus

Application Log

Database Versior: |38

Close

Print

E wport

Real Time

2016408412 13:38:46
201E8/081213:38:46
2016/081213:38:46
2ME/0812 133846
20ME8/081213:38:46
2016/081213:38:46
2ME/0812 133846
20ME8/081213:38:46
2016/081213:38:46
2MEM812 133846
20ME8/081213:38:46
2016/081213:38:46
2MEM812 133846
201E/081213:38:46

AT N0 AT 1290, 40

User

ADMMNAch..
ADMMAch...
ADMNAch..
ADMMAch...
ADMMAch...
ADMNAch..
ADMMAch...
ADMMAch...
ADMMNAch..
ADMMNACh...
ADMMAch...
ADMMNAch..
ADMMNACh...
ADMMAzh...

ATRARD AL,

Action

ADMIN:
ADMIM:
ADMIN:
ADMIN:
ADMIM:
ADMIN:
ADMIN:
ADMIM:
ADMIN:
ADMIN:
ADMIM:
ADMIN:
ADMIN:
ADMIN:

ATihAIRIL

ACCESS LEVEL:
ACCESS LEVEL:
ACCESS LEVEL:
ACCESS LEVEL:
ACCESS LEVEL:
ACCESS LEVEL:
ACCESS LEVEL:
ACCESS LEVEL:
ACCESS LEVEL:
ACCESS LEVEL:
ACCESS LEVEL:
ACCESS LEVEL:
ACCESS LEVEL:
ACCESS LEVEL:

ACTCCC | CVEL .

Feature Time/Data Format - Setup
Feature Events - Label

Feature Digital Digplay - Setup
Feature Graph Page - Setup
Feature Alarm Setup - Edit
Feature Derived Parameters - Select
Feature Attributes - Change
Feature Input Setup - Edit

Feature Protocol Header - Edit
Feature Printer Setup

Feature Protacal - Save Az
Feature Protocol - Save

Feature Protacal - Open

Lewvel 1D Level 1

Moo | marnde Anlobod

| gk

Data Security Option

Installation e 23






Using DSO

Authorized Access to Secured Systems

The Ponemah Administrator is responsible for securing the system according to the
installation instructions provided in this manual; a system is not considered secured
until the Ponemah Administrator implements these steps. To secure a Ponemah
system, the User should contact their Administrator.

Once the Ponemah Administrator has secured the system, they are responsible for
granting Users authorized access to the system by assigning users to the local
Windows P3_Users group account and adding the User to the system’s User List.
The User List defines which Users have authorized access to a system. The User List
includes the User ID and the User’s Access Level permitted on the system. When a
User logs on to the system, the system will perform an authority check:

o  Verify that a valid password for the user account has been entered into the
startup dialog.

e  Verify the User’s Access Level on the system.
Defining Controlled Access to the System

Once the Ponemah User has selected the user name from the drop down list in the
dialog and entered a valid password, the User gains control over the Ponemah
System. The User is granted continuous control over the system until the User logs
out of the application. Upon logging out of the application, the User, nor any other
individual, will have access to the system. In order to regain control, the system will
require the User to enter a valid password.

During a continuous control period, the system may require the User to re-verify
authorized control of the system (optional feature enabled by the Ponemah
Administrator). To maintain control over the system, the User will be required to
enter a valid password for the user account. The system will not grant the User the
ability to perform any operations in the system until the User has appropriately
verified control.

While the Ponemah application is open, the system will allow multiple Users to log
on and log off the system. The User who wants to perform any operations within the
Ponemah application must selected the desired user from the dialog and enter a
password appropriately.

When the application is logged out of, no individual will be able to perform any
operations within the Ponemah application, even if the Ponemah application remains
open. This allows Users to perform extended periods of data acquisition. During
acquisition or replay mode, the system will continue to acquire or replay data
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without a User maintaining control of the system and prevent any unauthorized
changes to the experiment.

Logging On to Ponemah

Once a Ponemah system is secured by the Ponemah Administrator, a User will need
to be in the P3_Users group and be added to the system’s User List in order to gain
access to the Ponemah application, and therefore, perform any operations within the
application.

To log-on, select a user from the drop down and enter the password for that user.

Ponemah Logen

119 14th Street NW, Suite 100

St, Paul, MN 55112 e

X
Data Sciendes International, Inc.

User Information NOTE

In conformance with 21 CFR Part 11,
Username: |JKROEHLE-ZDQS4'»nuser ﬂ Section 11.3(b)(7), execution of an
electronic signature to an electronic
Password: | [ record by an individual is the legally
binding equivalent of the individual's
handwritten signature.

System Information
Serial #: 8082 Version: 5.30

Physical Channels: 0
Available Channels: 256

" powered
by

Ponemah Physiology Platform Secure Login Dialog

Upon entering a valid password, the application will open and permit the User to
perform operations within the Ponemah application according to their Access Level.
The User will maintain control of the system until they log out of the application by
entering the key combination <CtrI><Alt><L>.

Upon entering the Log off key combination the Ponemah Logon dialog will be
displayed with the last user who logged on.

Logging Out of Ponemah

In order for the user to logout and lock the application from any changes, the user
must enter the key combination of <CtrI><Alt><L>. This will display the above
Secure Logon Dialog.
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Signing Files

.SIG (signature) files are used to represent electronic signatures; they contain the
encrypted information required to link the .SIG file to its corresponding electronic
record (the record to which the electronic signature is being executed) as well as the
information that represents the User(s) digital credentials. Electronic signatures are
verified for their integrity and can be viewed in human readable form using the
Verify utility.

N Ote . When executing an electronic signature, the User should be

aware that they might be signing groups of files (e.g. at the
end of an acquisition, all files created during the acquisition
are signed, such as .RAW, .XLSX, .EVT, RVW, etc).

N Ote . Executing electronic signatures is legally binding and

equivalent to handwritten signatures.

Electronic signatures are executed under the following circumstances:

Signing for Reason of Authorship - Signing will be performed
automatically upon saving files and will be signed by the User who had
control of the system when the files were saved. This .SIG file will have
the same filename as its linked electronic record and will be located in the
same directory as its linked record. Authorship will automatically be listed
as the reason for signing.

Signing for the creation of a Parsed Review File - Signing will be
performed automatically for the RAW file created during the creation of a
Parsed Review file and will be signed by the User who had control of the
system when the files were saved. The resulting file will automatically be
signed using the reason: Parsed. The Notes field (Verify menu) will be
filled in automatically with the following information: RAW file path;
Signer; Signature Time and Data; and Signature Reason.

Signing for Reason of Review, Approval, or Responsibility - Users have
the option to execute electronic signatures for reason of Approval, Review,
or Responsibility using the Sign File function. Executing an electronic
signature under these circumstances can only be performed on electronic
records that already have a .SIG file created by the Author; the signature
information is appended to the .SIG file created by the Author.

Signing for Reason of Initial Signature - If a file does not have a valid
signature (examples would be a file created outside of a secured system or
power failure to the PC not allowing files to be signed), the software shall
allow a logged in user to attach a signature to the file using the reason:
Initial Signature.

Signing Converted Dataquest files - Signing will be performed
automatically when converting Dataquest files to the Ponemah RAW file
format and will be signed by the User who had control of the system when
the files were converted. The resulting file will automatically be signed
using the reason: Converted. The Notes field (Verify menu) will be filled in
automatically with the following information from the source Dataquest
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data set: conversion type; File/Directory path; and Time and Date, if
available.

e Signing Application Log files - When a User exits the Ponemah
application, the Application Log file is signed. This .SIG file will be
created in the LOG subdirectory with the same file name as the Application
Log file. Note: If multiple Users gain access to the application during a
continuous session, the Application Log file will maintain an audit trail of
all Users who had authorized access; however, the Application Log file will
only be signed by the User who exists (shuts down) the application.

- . Under the following circumstances, a .SIG file will

Warn | n g . hot be created for any opened files. These events
will prevent the Ponemah application from creating a
.SIG file and linking it to its corresponding
electronic record(s), including data files and log
(experimental, application, study, and review) files.

e Using Windows Task Manager
(<Ctrl><Alt><Del>) to shut down the
Ponemah application.

o If the system unexpectedly terminates
(system crash) during use of the Ponemah
application, opened files will not be signed.

. Electronic signatures cannot be created and linked to electronic
N OT E . records that were originally created on non-secured systems.
Even if the electronic record was replayed on a secured system,
the user will not be able to execute an electronic signature.

The Application Log files created during the use of

Warn I ng : the Ponemah Admin application will not be

electronically signed by the P3 Administrator, and
therefore, will not have an associated .SIG file.

Sign File

To execute an electronic signature for reasons of Approval, Review, Responsibility,
or Initial Signature, select Sign Files from the Tools menu.
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File Mame
I

Reazon for Sighing

" Bewview

" Approval

" Responsibility
" |nitial Signature

MHotes

Qk | Cancel

Sign File Dialog

File Name - To sign a file, select the file in the File Name combo box using the
Browse button.

Reason for Signing - Select one of the radio buttons to indicate a reason for the
signature (Review, Approval, Responsibility, or Initial Signature). The User must
enter a reason for the signature.

Notes - In the Notes box, the User has the option of entering a message that will
accompany the signature. This message will be displayed in the Verify Files dialog
when a User verifies the electronic signature information. Entering a Note is
optional.

. Itisrecommended that the User use Data Manager when
N Ote . copying or moving files to new locations. The Data Manager
utility maintains the integrity of the link between electronic
records and electronic signatures. Upon moving or copying of
files, the User should verify that the integrity of the electronic
records using the Verify utility.

Verify Files

The Verify utility is used to validate the integrity of electronic files and their linked
electronic signature. In addition, the Verify utility allows electronic signature
information to be viewed and printed.

To verify files, select Verify from the File menu. Upon selecting Verify, the Verify
Files dialog will appear.
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Verify Files

Verify Files
-] Ponemah_5205P11 ~ [Name Tope Size | Modiied ~
-] Ponemah_530_RC1 ? defaultevt Evert file 12KB  08/02/18 14:4°
B Panemsh_B41 + default mdb Database file 276KB 0 2
[#-23 Poremah_Data 25K [ )
gg E'Dg'am E':ES . ? default aw T440KB  08/02/18 14:4:
00 B ? defaul v Data Rreview fie 1ZKE  08/02A18 144
B3 Hecgovary ? default. iz Ewrcel 2007 wor... 19KE  08/02/1814:4:
[ System Volume Informatior ? default_.amp Amp sEltu?gs file BB 0B/1M8133
- ? default_pra Pratacal file 93KB  05/F1M81330
E-0 Users
-0 Windaws ? default_2 evt Event file 12KB  08/02/1815:0¢
=N v & default_2 pro Fratocol file 13EB 0742311817100
Ambnalh e, Dt At il ATAVD  NBMT MO RN
< > <
Signed by [iate Time Fieason

testadmin

Additional |nformation
Mobes:

System |D:
User D

Prirt

August 10 2018 153220 Authorship

Close

Verify Files Dialog

The User selects a directory using the tree view in the upper left section of the
dialog. On selecting a directory, all applicable files are displayed in the list view to
the right of the tree view. Next to each file, the validity of the file is displayed:

Que
file.

stion Mark - Identifies a file that does not have an associated .SIG
Under the following circumstances, a Question Mark will appear

for electronic record(s):

o

Electronic records that were originally created on a non-secured
system will not be signed.

If Windows Task Manager (<Ctrl><Alt><Del>) is used to shut
down the Ponemah application, then the Ponemah application will
be prevented from creating a .SIG file for any files that were
opened when the application was shutdown.

If the system unexpectedly terminates (system crash) during use of
the Ponemah application, then the Ponemah application will be
prevented from creating a .SIG file for any files that were opened
when the application was terminated.

If files are copied or moved outside of the Data Manager utility,
then the validity of the electronic records and .SIG information
may not be retained. Upon verifying records after a copy or move,
a Question Mark will appear next to the filename in the Verify
dialog. The Data Manager utility allows groups of electronic files,
which share the same filename and signature information, to be
concurrently copied or moved to the user’s targeted location
without impairing the validity of the electronic record(s).

The .RVW file will have a Question Mark next to its filename;
however, the contents of the file can still be verified. The . RVW
file is comprised of several different sub-files (see the Review
Manual p/n MPNM-REVIEW for more information). These sub-
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files are electronically signed, individually, and therefore have to
be verified individually. To verify the integrity of the electronic
records created from using the Review option, click on the .RVW
file to view its sub-files. Each sub-file can then be verified for
valid signature information.

e Check Mark - Identifies a file that has an associated .SIG file and the
contents of the file have been verified as unchanged from initial file
creation; no unauthorized changes were made to the file.

e Cross - Identifies a file that has an associated .SIG file, but the contents
of the file have changed from initial file creation. Either the file was
changed (unauthorized changes occurred outside of the Ponemah
application) or the link between the .SIG file and the electronic record
is corrupted.

Signed By - Lists all electronic signatures executed for the record.
Date and Time - Date and Time stamp of when the signature was executed.

Reason - Justification for the signature (Authorship, Review, Approval, or
Responsibility).

Additional Information - Notes entered by the User during execution of the
electronic signature.

System ID - Indicates which system the electronic signature (for Authorship) was
created. If a file has been signed multiple times, the System ID will only be listed
for the creation of the file.

User ID - Indicates which logged on user was used to generate the electronic
signature.

Print - This button allows the User to produce a printout of the information
displayed in the dialog.

Audit Trails

.LOG Files

.LOG files maintain an audit trail of operations performed on the system. For more
information on .LOG files, refer to the Ponemah Physiology Platform Manual.

Audit Reason Codes

Audit Reason Codes allow the User to enter a justification for modifications made to
an experiment within the Ponemah System. Audit Reason Codes may be predefined
in the Audit Reason Codes dialog. The User can edit, add, or delete predefined
codes that are globally or often used during an experiment. The following default
codes are provided: Administered Drug, Analysis not triggering, or Animal
disturbed.

For more information on Audit Reason Codes, refer to the Ponemah Physiology
Platform Manual.
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Print Security Setup

Print Security Setup is used to print out a list that has information regarding the
Access Levels and the Access Card User ID (User) that are granted access to the
Ponemah system. This feature can only be accessed through the Ponemah Admin
application.

When Print Security Setup is selected from the Tools menu, the setup will be
printed to the Windows default printer. The printout will list the following items:

e The date and time that the security information was printed.

e Access Levels defined on the system; each Access Level will list the
permitted features that were set up.

o Alist of all Users that have access to the Ponemah system. This list
consists of the User Name, the User ID and the Access Level that has been
assigned to the User ID.
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User Log Information

In the Ponemah Admin application the administrator can view all of the
administrative functions that have been performed for each of the users that have
been set up for Ponemah. This is done by starting the Ponemah Admin application
and selecting User Log from the Tools menu.

User Log

Selected Users: Available Users:

ADMN \testadmin 1 - Test admin << Add Al ADMNM\jkroehle - John Kroehle
<< Add

Remove ==
Remove All ==

ADMIM Actions: Dates Covered: From 2018,/08/31 to 2018/09/04
User ID ‘ Time Admin Actions ~
ADMM\testadmini - Test admin 2018/08/31 12:04:07 ADMIM: ACCESS LEVEL: Level ID 1: Feature Added
ADMN\testadmin 1 - Test admin 2018/08/31 12:04:07 ADMIM: ACCESS LEVEL: Level ID 1: Feature Added
ADMN\testadmin 1 - Test admin 2018/08/31 12:04:07 ADMIM: ACCESS LEVEL: Level ID 1: Feature Added
ADMN\testadmin 1 - Test admin 2018/08/31 12:04:07 ADMIM: ACCESS LEVEL: Level ID 1: Feature Added
ADMMtestadmin 1 - Test admin 2018/08/31 12:04:07 ADMIN: ACCESS LEVEL: Level ID 1: Feature Added
ADMN\testadmin 1 - Test admin 2018/08/31 12:04:07 ADMIM: ACCESS LEVEL: Level ID 1: Feature Added
ADMN\testadmin 1 - Test admin 2018/08/31 12:04:07 ADMIM: ACCESS LEVEL: Level ID 1: Feature Added
ADMN\testadmin 1 - Test admin 2018/08/31 12:04:07 ADMIM: ACCESS LEVEL: Level ID 1: Feature Added
ADMN\testadmin 1 - Test admin 2018/08/31 12:04:07 ADMIM: ACCESS LEVEL: Level ID 1: Feature Added
ADMN\testadmin 1 - Test admin 2018/08/31 12:04:07 ADMIM: ACCESS LEVEL: Level ID 1: Feature Added
AMMNteatadming - Tact admin IN1RMNRIAT 170407 ANMIN: AFCFSS | FUFL -+ | el T 1+ Faahirs dddad ¥
£ >

This dialog allows the Ponemah administrator to view all of the actions that have
been performed for the selected users. Select one of the Available Users on the
right hand side of the dialog and then click on the << Add button. Once this is done
the administrative actions will be listed in the ADMIN Actions section. Multiple
users can be configured for to the Selected Users section.

The dates listed in the Dates Covered area are the dates from the earliest
modification to the latest modification of user entries regardless of which users are
selected or available.

The Ponemah administrator also has the ability to print the information listed by
clicking on the Print Logs button. When the Ponemah administrator is done they
can click on the Close button to close the dialog.
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P3 Mail Slot

P3 Mail Slot

The P3 Mail Slot application is used to notify users/administrators of illegal login
attempts to a secured Ponemah system. If an invalid password is used in attempt to
gain access to the Ponemah system, the following message will be sent indicating the
serial number of the system, date and time of occurrence, "ACCESS LOG:
INVALID LOGIN", the User ID of the account that was used. In addition, the target
computer can be configured so that a .WAV file plays when a message is received.
The message may be sent to the following locations, depending upon how the P3
Administrator has configured the notification route:

e  All computers connected to a domain/workgroup
e A specific computer connected to the network

The target computer must be running the P3 Mail Reader application in order to
receive the message.

P3 Mail Reader

The User has the option of setting-up a .WAV file that is played on the computer
when an illegal logon attempt is performed.

= P3MailReader M= =

F3 Mail Feader Started ;I Cloze

Clear

e

Configure

o o

P3MailReader Dialog

Click on the Configure button in the P3MailReader dialog. The Configuration
dialog will appear. In the Configuration dialog, click on the Browse button to
navigate to the desired .WAV file, and select the file as the Notification Sound.
Click on the OK button to select the file.
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Configuration |

k.

Cancel |
_ Browse |

Motification Sound: |alarm.way Browsze

Configuration Dialog
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Appendix A

Access Levels

The following functions can be selected to define each Access Level in the Setup Access Level dialog in the Ponemah

Admin application.

Acquisition - Start
Acquisition - Stop
Acquisition Defaults
Alarm Setup - Edit
AppConfig - ACQ Select
AppConfig - Advanced
AppConfig - Animal ID
AppConfig - Directories
AppConfig - Miscellaneous
AppConfig - Review
Application Configuration
Attributes - Change

Auto Configure Protocol
Binary to Raw Convert
Change License File
Combine RAW Files

Data Insights - Search Definition
Data Insights - Association
Data Insights - Rejection”,
Data Insights - Edit Report
Data Manager-Copy

Data Manager-Delete

Data Manager-Move

Data Parser Setup

Data Reduction - Setup
Data Set Name - Setup
Derived Parameters - Select
Digital Display - Setup

Edit Digital Telemetry Configuration

Edit DSI Setup

Email Alert

Enter Online Messages
Events - Assign To Groups
Events - Label

Events - Trigger

Global Settings

Graph - Change X Axis
Graph - Change Y Axis
Graph Page - Print

Graph Page - Setup
Groups - Label

Groups - Trigger Channel
Import Raw File

Input Setup - Edit

JET Device Configuration
Jump

Logging Rate - Change
Measure - Enable

ODBC Interface

Options - Reason Codes
Overwrite - Data Files
Overwrite - Derived Files
Overwrite - Protocol Files
Printer Setup

Protocol - Open

Protocol - Save

Protocol - Save As
Protocol Header - Edit
Public Key - Export

PV Loops - Add Analysis

Replay - Defaults

Replay - Filename

Replay - Start

Replay - Stop

Review - Add Bad Data Sections
Review - Add Events

Review - Add Marks

Review - Add Notes

Review - Change X Axis

Review - Change Y Axis

Review - Delete Bad Data Sections
Review - Delete Events

Review - Delete Marks

Review - Delete Marks Information
Review - Delete Notes

Review - Display Options

Review - Move Bad Data Sections
Review - Move Events

Review - Move Marks

Review - Open File

Review - Open Marks Information
Review - Open Ref Information
Review - Print

Review - Print Setup

Review - Save Marks Information
Review - Save Parsed Review File
Review - Stop

Sample Rate - Setup

Save RAW Data

Scheduler - Quit

Scheduler - Setup

Scheduler - Start

Secure Directories

Select APR1

Select DSI Sources

Select Digital Telemetry Implants
SEND - Database

SEND — Delete

SEND - Setup

Setup 7700 Amplifiers

Sign File

Study - Backup Database

Study - Change Filters

Study - Delete Study

Study - Modify

Study - New Study

Study - Overwrite Deleted Study
Study - Primary Workstation List
Study - Restore Database

Study - Run Study

Study - Save Primary Protocol
Study-Search Path

Study - Select Study

Study - Sync Entire Study

Study - Sync Study Data
Templates - Add Cycle
Templates - Analyze

Templates - Delete Cycle
Templates - Modify Binding
Templates - Modify Cycle
Time/Data Format - Setup

Video - Online Control

Video - Setup
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Appendix B

Correcting LSS Administrator Account Password

If the LSS Administrator password has been changed in either Windows or Ponemah
and not in the other, Ponemah will not start. The error below will appear when
Ponemah is started.

L35 Administrator Account is invalid
Logon Failure: unknown user name or bad password.

N

If it is not known which password has changed, run through the following steps to
reset the LSS Administrator password in both Windows and Ponemah.

Correcting the Passwords

The first step is to click on the Start button, and select Control Panel. The
following window will appear.

35 » Control Panel » Al Control Panel lems »

Search Control

File Edit View Tools Help

€

Adjust your computer's settings

¥ Action Center

B! 2015 Media Control (32-bit)
[E Credential Manager

8 Dell Client System Update
& Desktop Gadgets

@ Ease of Access Center

Free Fall Data Protection
&% Indexing Options

Internet Options

B Mail

NVIDIA Control Panel

[ Phone and Modem

# Region and Language

@® Sync Center

82, User Accounts

& Windows Live Language Setting

Administrative Tools
Wb Backup and Restore

% Date and Time

) Dell Keyboard Backlight Settings

&3 Device Manager

Flash Player (32-bit)

(=] Getting Started

Intel(R) Graphics and Media

&) Java (32-bit)

¥ Mouse

<21 NVIDIA nView Desktop Manager

3@ Power Options

% RemoteApp and Desktop Connections
& System

B Windows Cardspace

R Windows Mability Center

€ Akamai NetSession Interface Control
S BitLocker Drive Encryption
@ Default Programs
) Dell Keyboard Hotkey Settings
& Devices and Printers
Folder Options
W HomeGroup
Intel® PROSet/Wireless Tools
& Keyboard
& Network and Sharing Center
M Performance Information and Tools
Programs and Features
4 Sound
| Taskbar and Start Menu
8 Windows Defender

EJ Windows Update

Viewby:  Small icons ¥

[g AutoPlay
| Color Management
[, Dell Battery Information
W Dell Touchpad
B Display
A Fonts
IDT Audio Control Panel
2 Intel® Rapid Storage Technology
Location and Other Sensors
Notification Area lcons
& personalization
i Recovery
& Speech Recognition
[ Troubleshooting
& Windows Firewall

From here, click on the User Accounts selection.
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=8 HoR ==

-
@uv‘% » Control Panel » All Control Panel Iterns » User Accounts - ‘4, | | Search Control Panel L

Control Panel Home
Make changes to your user account

Manage your credentials

Change your picture —
Link online IDs
Manage your file encryption ) Change User Account Control settings | Testadmin
certificates &) Manage User Accounts \

Configure advanced user

profile properties
To change your password, press Ctri+Alt+Del and select Change a password.

Change my envirenment
variables

From here, click on Manage User Accounts selection.
User Accounts @
Users | advanced

Use the list belowe to grant or deny users access to your computer,
and to change passwords and other settings,

Users for this computer:

User Mame Daormain Group

& johnk ADMN Remate Desktap ..
o Admministratar Wirtual7-64hit P3_Administrators...
'&NUser Wirtual7-04bit P3_Users; Users; R..,

B2 Testadmin Wirtual7-G4bit P3_Adrministrators...

Add... l’ Remaowe H Properties

Pazsword for L35_P3_Administrator

To change the password for LS5_P3_Sdministrator, click Reset
Passward,

[ Reset Passward.., ]

[ Ok J[ Cancel ] Apply

Highlight the LSS_P3_Adminstrator and select Reset Password...

Rezet Password @

Mewy password: |

Confirm new password:

| ook || cancel
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Enter a new password and then close dialog. Close the User Accounts dialog.
Close the Control Panel dialog.

Resetting the Windows password is now complete.

Start the Ponemah Admin application. The following dialog will appear.

' L35 Administrator Account is invalid
. Logon Failure: unknown user name or bad password.

Click on the OK button. The following dialog will appear.

LSS Administrator Account Error X

would vou like ko enter the Change LSS Administratar Account dialag (must be logged on as a Windows Adrinistratar)?

Change LS5 Administrator Account

The LSS P3 Administrator's account allows the P23 Application to accesz files and locations that
the P3 user cannot. The account entered here must be a member of P2_Administrators in order
to run P32 in Secure mode.

The changes will be effective the nest time P3 is started.

LS5 administrator Account

Accaunt Mame :

Domain Mame : | [Uze """ for local computer)

xxn

Password :

Test Impersonating Administrator |

Ok | Cancel |

Type in the correct Password used above when resetting the Windows password and
click on the Test Impersonating Administrator button. The following dialog
should appear.

Successfully Logged onto Account!

If the above dialog does not appear, the correct password that was used in Windows
was not the password typed into the Change LSS Administrator Account dialog or
the correct Domain is not being used.

Click on the OK button. Click on the OK button on the Change LSS
Administrator Account dialog.

The Ponemah Admin application will now start with the following dialog.
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P3 Administrator Password X

Please enter the P33 Administrator pazsward for this system. This pazsword iz not associated with a user
account and iz specific to the current work station,

—

I Ok | Cancel | I
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Appendix C

Unsecuring System

If the need arises, the Ponemah system can be unsecured. This can only be done by
the Ponemah Administrator. This is done by starting the Ponemah Admin
application and selecting Make System Unsecure from the Tools menu. Once this

is done, a message will appear like the one below.

Cluestion

k. Do you wish to make this system an unsecure system?
! MNOTE: Onee a system is made unsecure, all users can access

the applciation without using a password,

Yes

Once the Yes button is selected the system is now unsecured.
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